Іноземне втручання в громаду
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**Вступ**

## Іноземне втручання становить серйозну загрозу для народу Австралії, суверенітету та безпеки, а також цілісності наших національних установ. Загрози іноземного втручання не обмежуються одним сектором австралійської громади і не здійснюються окремою національною державою. Вороже налаштовані іноземні актори (країни, які здійснюють ворожу діяльність проти інших країн) створюють і використовують можливості для втручання в діяльність австралійських осіб, які приймають рішення, на всіх рівнях уряду та в низці секторів, зокрема: демократичних установах; установах освіти та дослідження; ЗМІ та комунікації; об'єктах критичної інфраструктури; і, що важливо, наших культурно та мовно різноманітних громадах (CALD).

**Іноземне втручання в громаду**

## Іноземне втручання в життя громади визначається як погрози та залякування, спрямовані, під наглядом або фінансуванням іноземних урядів, і націлені на громади CALD, щоб завдати шкоди та вплинути на мультикультурний спосіб життя Австралії. Іноземні уряди можуть втручатися в життя громад із низкою цілей:

* щоб відвести критику внутрішньої та зовнішньої політики іноземного уряду
* для моніторингу діяльності (офлайн і онлайн) членів груп CALD
* щоб пропагувати погляди та політику іноземного уряду
* для отримання інформації на користь іноземного уряду
* щоб впливати на погляди та думки широких верств населення

**Іноземне втручання в громаду може приймати різні форми**

## А саме:

* Напади або агресивні погрози
* Шантаж
* Викрадення, незаконне затримання або позбавлення волі
* Переслідування та небажане фізичне або електронне спостереження
* Примус особи шляхом погроз її родині чи партнерам, які знаходяться за кордоном, щоб змусити людину підкоритися
* Онлайн-кампанії з дезінформації через соціальні мережі з метою дискредитації особи чи групи

## Важливо! Відповідно до Закону "Про Кримінальний кодекс" від 1995 року (Cth), іноземне втручання - це діяльність, яка обов'язково пов'язана з іноземним урядом або його довіреною особою. Оцінюючи злочинність, правоохоронні органи можуть також враховувати правопорушення на території Австралійського штату чи території.

**Цільова аудиторія**

## Іноземні уряди можуть цілеспрямовано обирати:

* Колишніх або теперішніх громадян, які проживають в Австралії
* Політичних та правозахисних діячів
* Дисидентів
* Журналістів
* Політичних опонентів
* Релігійних або етнічних меншин

**Чим я можу допомогти?**

## Так як не всі заявки про іноземне втручання в громаду викликають очевидну реакцію Федеральної поліції Австралії (AFP), кожна заявка допомагає створити картину зростаючих проблем.

## Будь-які скарги та/або випадки іноземного втручання в громаду можна залишити в повідомленні, зателефонувавши на гарячу лінію національної безпеки (NSH).

* NSH працює 24 години на добу, 7 днів на тиждень і є центральним контактним пунктом для звернень стосовно занепокоєння щодо можливого іноземного втручання в громаду.
* Оператори NSH знають, що робити з наданою вами інформацією, і, якщо доречно, вони передадуть її в правоохоронні органи та органи безпеки для оцінки.
* Оператори NSH серйозно ставляться до кожного дзвінка та цінують всю отриману інформацію.
* Ми знаємо, що надіслати повідомлення про занепокоєння може бути великим кроком. Ми серйозно ставимося до захисту вашої конфіденційності. Будь ласка, повідомте оператору, якщо хочете залишити повідомлення анонімно.
* Через конфіденційний характер інформації ви не отримаєте порад щодо результатів вашого дзвінка чи електронного листа.

## Надана вами інформація може бути тією необхідною інформацією, яка потрібна AFP для запобігання іноземному втручанню в громаду.

## Існує кілька способів зв’язатися з NHS:

* **Телефон:1800 123 400**
  + Якщо ва за межами Австралії: (+61) 1300 123 401
  + Для користувачів TTY (користувачів з вадами слуху):1800 234 889
  + **Якщо вам потрібен усний перекладач, зателефонуйте до Служби перекладу за номером 131 450 і попросіть їх зателефонувати на гарячу лінію національної безпеки**
* **SMS-повідомлення**
  + Будь ласка, надішліть свою інформацію текстовим повідомленням на номер 0429 771 822
* **Електронна пошта**
  + Будь ласка, надішліть свою інформацію електронною поштою на адресу: [hotline@nationalsecurity.gov.au](mailto:hotline@nationalsecurity.gov.au)
* **Поштова адреса:**
  + Будь ласка, надішліть свою інформацію на адресу:

National Security Hotline   
Department of Home Affairs   
PO Box 25  
Belconnen ACT 2616

**Інші способи залишити повідомлення**

Ви також можете повідомити про свої занепокоєння за допомогою ряду інших засобів, де це доречно.

* eSafety допомагає видалити серйозно образливий онлайн-контент. Ви можете повідомити про серйозні образи в Інтернеті Уповноваженому з електронної безпеки за адресою [esafety.gov.au/report](http://www.esafety.gov.au/report).
* Якщо ви відчуваєте **загрозу чи будь-яку небезпеку**, ви можете звернутися в:
  + **Поліцію - за номером 000 і повідомити негайну загрозу**
  + **Поліцію - за 13 14 44, щоб викликати поліцію при інцидентах, які не загрожують життю**
* Ви можете повідомити AFP про злочин проти національної безпеки за допомогою онлайн-форми «Повідомити про злочин проти національної безпеки» за адресою [forms.afp.gov.au/online\_forms/report\_a\_crime](https://forms.afp.gov.au/online_forms/report_a_crime). Більше інформації про злочин проти національної безпеки можна знати на сайті [afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime](https://www.afp.gov.au/contact-us/report-commonwealth-crime#What-is-a-Commonwealth-crime).

• Будь-який представник громади може повідомити про підозру в шпигунстві чи іноземному втручанні, звернувшись безпосередньо в відділ Федеральної поліції Австралії (включно відділ AFP по роботі з громадянами).

# Чого очікувати після повідомлення про іноземне втручання в громаду?

AFP не може розслідувати кожне повідомлення про іноземне втручання в громаду. Кожен дзвінок до NSH або повідомлення про злочин оцінюється в кожному конкретному випадку, щоб визначити, чи є кримінальне правопорушення. Після звернення:

* може не бути відповіді, оскільки згідно із законодавством справа не є серйозною для вжиття поліцією заходів
* AFP може провести розслідування
* інша поліцейська служба чи державна установа можуть займатися цим питанням

До правопорушень, скоєних за межами Австралії, застосовуються юрисдикційні обмеження.

**Види загроз**

## Якщо вам погрожують особисто

* Занотуйте або запишіть погрозу так, як вона була повідомлена.
* Занотуйте якомога більше описових деталей про особу, яка погрожувала (ім’я, стать, зріст, вага, колір волосся та очей, голос, одяг або будь-які інші відмінні риси).
* Повідомте про погрозу в поліцію.

## Якщо вам погрожують по телефону

* Якщо можливо, подайте знак іншим, хто знаходиться поруч, щоб вони вислухали та повідомили поліцію.
* Якщо можливо, запишіть розмову.
* Занотуйте погрозу якомога детальніше.
* Зробіть копію інформації з електронного дисплея телефону.
* Будьте готові обговорити деталі з поліцією.

## Якщо вам погрожують через електронні засоби, зокрема - текстове повідомлення, пряме/приватне повідомлення, соціальні мережі чи електронну пошту

* Не видаляйте повідомлення.
* Роздрукуйте, сфотографуйте, зробіть скріншот або копію повідомлення (рядок теми, дату, час, ім'я відправника тощо). Обов’язково збережіть або зробіть скріншот тимчасових повідомлень.
* Негайно повідомте поліцію про отримання погрози.
* Зберігайте всі електронні докази.

Щоб захистити себе від цих типів погроз, дотримуйтеся наведених нижче порад.

• Не відкривайте електронні повідомлення або вкладення від невідомих відправників

• Не спілкуйтеся в соціальних мережах з невідомими особами або з тими, з ким ви не бажаєте вести діалог

• Переконайтеся, що ви налаштували безпеку на ваших пристроях/облікових записах на найвищий рівень захисту

• Кіберзлочинці можуть скомпрометувати ваші електронні пристрої та перехопити вашу особисту інформацію

• Негайно зв'яжіться зі своїми фінансовими установами, щоб захистити ваші рахунки від крадіжки особистих даних

• Використовуйте надійний пароль та не використовуйте той самий пароль для кількох веб-сайтів

• Переконайтеся, що програми захисту від вірусів і зловмисного програмного забезпечення оновлено

• За потреби поновлюйте систему та програмне забезпечення

• Застосовуйте двофакторну аутентифікацію

• Створюйте резервні копії даних на регулярній основі

• Захистіть свій мобільний пристрій

• Розвивайте своє мислення та обізнаність щодо кібербезпеки

• Для отримання додаткової інформації відвідайте cyber.gov.au